
INDIANA CODE 
 
IC 4-23-7.3 
Chapter 7.3. Indiana GIS Mapping Standards 
 
IC 4-23-7.3-1 
"Data exchange agreement" 
Sec. 1. As used in this chapter, "data exchange agreement" means 
an agreement concerning the exchange of any GIS data or framework 
data. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-2 
"Electronic map" 
Sec. 2. As used in this chapter, "electronic map" has the meaning 
set forth in IC 5-14-3-2(d). 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-3 
"Framework data" 
Sec. 3.  
(a) As used in this chapter, "framework data" means 
common electronic map information for a geographic area. 
(b) The term includes the following: 

(1) Digital orthophotography. 
(2) Digital cadastre. 
(3) Public land survey system. 
(4) Elevation. 
(5) Geodetic control. 
(6) Governmental boundary units. 
(7) Water features. 
(8) Addresses. 
(9) Streets. 

As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-4 
"Fund" 
Sec. 4. As used in this chapter, "fund" refers to the Indiana 
mapping data and standards fund established by section 19 of this 
chapter. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-5 
"GIS" 
Sec. 5. As used in this chapter, "GIS" refers to geographic 
information systems. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-6 
"IGIC" 
Sec. 6. As used in this chapter, "IGIC" refers to the nonprofit 
entity known as the Indiana Geographic Information Council, or its 



successor organization. 
As added by P.L.198-2007, SEC.2. 
IC 4-23-7.3-7 
"Political subdivision" 
Sec. 7. As used in this chapter, "political subdivision" has the 
meaning set forth in IC 36-1-2-13. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-8 
"State agency" 
Sec. 8. As used in this chapter, "state agency" has the meaning set 
forth in IC 4-13-1-1. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-9 
"State data center" 
Sec. 9. As used in this chapter, "state data center" refers to the 
state data center established under IC 4-23-7.1. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-10 
"State GIS officer" 
Sec. 10. As used in this chapter, "state GIS officer" refers to the 
individual appointed under section 13 of this chapter. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-11 
"Statewide base map" 
Sec. 11. As used in this chapter, "statewide base map" means an 
electronic map of Indiana consisting of framework data for Indiana. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-12 
"Statewide data integration plan" 
Sec. 12. As used in this chapter, "statewide data integration plan" 
means a plan: 
(1) to integrate GIS data and framework data developed and 
maintained by different units of the federal, state, and local 
government into statewide coverage of framework data; and 
(2) that includes details for: 

(A) an inventory of existing data; 
(B) stakeholder data requirements; 
(C) identification of data stewards; 
(D) data standards and schema, costs, work flow, data 
transfer mechanisms, update frequency, and maintenance; 
and 
(E) identification of appropriate data sharing policies and 
mechanisms to facilitate intergovernmental data exchange, 
such as data exchange agreements. 

As added by P.L.198-2007, SEC.2. 
 



 
IC 4-23-7.3-13 
State GIS officer; appointment; qualifications 
Sec. 13.  
(a) The governor shall appoint an individual as the state 
GIS officer. 
(b) The individual appointed by the governor must be an 
experienced geography and mapping professional who has: 

(1) extensive knowledge of the principles, practices, 
terminology, and trends in GIS, spatial data, analysis, and 
related technology; and 
(2) experience in administration, project management, policy 
development, coordination of services, and planning. 

As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-14 
State GIS officer; duties 
Sec. 14. The state GIS officer shall do the following: 

(1) Function as the chief officer for GIS matters for state 
agencies. 
(2) Review and either veto or adopt both the: 

(A) state's GIS data standards; and 
(B) statewide data integration plan; 
as recommended by the IGIC. If either of the recommendations 
is vetoed, the state GIS officer shall return the recommendation 
to the IGIC with a message announcing the veto and stating the 
reasons for the veto. If the IGIC ceases to exist or refuses to 
make the recommendations listed in this subsection, the state 
GIS officer may develop and adopt state GIS data standards and 
a statewide data integration plan. The standards and the plan 
adopted under this subsection must promote interoperability and 
open use of data with various GIS software, applications, 
computer hardware, and computer operating systems. 

(3) Act as the administrator of: 
(A) the state standards and policies concerning GIS data and 
framework data; and 
(B) the statewide data integration plan. 

(4) Enforce the state GIS data standards and execute the 
statewide data integration plan adopted under subdivision (2) 
through the use of: 

(A) GIS policies developed for state agencies; and 
(B) data exchange agreements involving an entity other than 
a state agency. 

(5) Coordinate the state data center's duties under this chapter. 
(6) Act as the state's representative for: 

(A) requesting grants available for the acquisition or 
enhancement of GIS resources; and 
(B) preparing funding proposals for grants to enhance 
coordination and implementation of GIS. 

(7) Review and approve, in accordance with the statewide data 
integration plan, the procurement of GIS goods and services 



involving the state data center or a state agency. 
(8) Cooperate with the United States Board on Geographic 
Names established by P.L.80-242 by serving as the chair of a 
committee formed with the IGIC as the state names authority 
for Indiana. 
(9) Publish a biennial report. The report must include the status 
and metrics on the progress of the statewide data integration 
plan. 
(10) Represent the state's interest to federal agencies regarding 
the National Spatial Data Infrastructure. 
(11) Serve as the state's primary point of contact for 
communications and discussions with federal agencies 
regarding framework data, spatial data exchanges, cost 
leveraging opportunities, spatial data standards, and other GIS 
related issues. 
(12) Facilitate GIS data cooperation between units of the 
federal, state, and local governments. 
(13) Promote the development and maintenance of statewide 
GIS data and framework data layers associated with a statewide 
base map. 
(14) Approve and maintain data exchange agreements to which 
the state data center or a state agency is a party to increase the 
amount and quality of GIS data and framework data available 
to the state. 
(15) Use personnel made available from state educational 
institutions to provide technical support to the: 

(A) state GIS officer in carrying out the officer's duties 
under this chapter; and 
(B) IGIC. 

As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-15 
Publication and access requirements; public disclosure 
Sec. 15. The publication and access requirements of this chapter 
do not apply to data that would otherwise be exempt from public 
disclosure under IC 5-14-3-4(b)(19). 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-16 
Dissemination of GIS data and framework data 
Sec. 16. With money from the fund, the state GIS officer, through 
the data center, the IGIC, and the other organizations, shall do the 
following: 

(1) Ensure that there are adequate depositories of all GIS data 
and framework data obtained by a state agency. 
(2) Acquire, publish, store, and distribute GIS data and 
framework data through the computer gateway administered 
under IC 4-13.1-2-2(a)(5) by the office of technology and 
through the state data center. The state GIS officer may also 
provide access through the IGIC and other entities as directed 
by the state GIS officer. 



(3) Integrate GIS data and framework data developed and 
maintained by state agencies and political subdivisions into the 
statewide base map. 
(4) Maintain a state historical archive of GIS data, framework 
data, and electronic maps. 
(5) Except as otherwise provided in this chapter, provide public 
access to GIS data and framework data in locations throughout 
Indiana. 
(6) Provide assistance to state agencies and political 
subdivisions regarding public access to GIS data and framework 
data so that information is available to the public while 
confidentiality is protected for certain data from electronic 
maps. 
(7) Develop and maintain statewide framework data layers 
associated with a statewide base map or electronic map. 
(8) Publish and distribute the state GIS data standards and the 
statewide data integration plan adopted under section 14(2) of 
this chapter. 
(9) Subject to section 20 of this chapter, make GIS data, 
framework data, and electronic maps available for use by the 
Indiana Business Research Center. 

As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-17 
Coordination with state educational institutions 
Sec. 17. The state GIS officer shall coordinate with state 
educational institutions to do the following: 

(1) Promote formal GIS education opportunities for full-time 
and part-time students. 
(2) Provide informal GIS learning opportunities through a series 
of seminars and noncredit concentrated classes provided 
throughout Indiana. 
(3) Coordinate research assets for the benefit of Indiana by 
maintaining inventories of the universities' academic and 
technical GIS experts, data and technology resources as 
provided by the universities, and research interests for 
collaboration to pursue research grant opportunities. 
(4) Implement an outreach network to Indiana political 
subdivisions to enhance communication and data sharing among 
state government, political subdivisions, and the business 
community. 

As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-18 
Provision of services by state educational institutions to the state 
and political subdivisions 
Sec. 18.  
(a) Except as provided in subsection (b), a state 
educational institution may not bid on contracts to provide 
photogrametry services or framework layer data conversion services 
for the benefit of a state agency or political subdivision. This section 



shall not be construed to prohibit the purchase of any of the 
following by a state agency or political subdivision from a state 
educational institution: 

(1) GIS data or framework data. 
(2) Data previously created by the state educational institution 
as part of the educational, research, or service mission of the 
state educational institution. 

(b) If there is a lack of qualified bids on contracts referred to in 
subsection (a) by entities other than state educational institutions, the 
state agency or political subdivision may, with the advice of the state 
GIS officer, solicit bids from state educational institutions. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-19 
Indiana mapping data and standards fund 
Sec. 19.  
(a) The Indiana mapping data and standards fund is 
established for the following purposes: 

(1) Funding GIS grants. 
(2) Administering this chapter. 

(b) The fund consists of the following: 
(1) Appropriations made to the fund by the general assembly. 
(2) Gifts, grants, or other money received by the state for GIS 
purposes. 

(c) The state GIS officer shall administer the fund. 
(d) The expenses of administering the fund shall be paid from 
money in the fund. 
(e) The treasurer of state shall invest the money in the fund not 
currently needed to meet the obligations of the fund in the same 
manner as other public money may be invested. Interest that accrues 
from these investments shall be deposited in the fund. 
(f) Money in the fund at the end of a state fiscal year does not 
revert to the state general fund. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-20 
Political subdivision control of GIS data and framework data 
provided to the state; data exchange agreement 
Sec. 20.  
(a) Except as provided in subsections (b), (c), and (d), a 
political subdivision maintains the right to control the sale, exchange, 
and distribution of any GIS data or framework data provided by the 
political subdivision to the state through a data exchange agreement 
entered into under this chapter. 
(b) A political subdivision may agree, through a provision in a 
data exchange agreement, to allow the sale, exchange, or distribution 
of GIS data or framework data provided to the state. 
(c) Subsection (a) does not apply to data that is otherwise required 
by state or federal law to be provided by a political subdivision to the 
state or federal government. 
(d) As a condition in a data exchange agreement for providing 



state GIS data or framework data to a political subdivision, the state 
GIS officer may require the political subdivision to follow the state 
GIS data standards and the statewide data integration plan when the 
political subdivision makes use of the GIS data or framework data as 
provided by the state. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-21 
Statute not to be construed to restrict standards for GIS hardware 
or software for political subdivisions; "Buy Indiana Presumption" 
to be observed 
Sec. 21.  
(a) Nothing in this chapter shall be construed to permit 
the IGIC, the state GIS officer, or the state data center to recommend 
or restrict standards for GIS hardware or software that a proprietary 
vendor provides to any political subdivision. 
(b) It is the intent of the general assembly in enacting this chapter 
to promote high technology enterprise and employment within 
Indiana. To the extent practicable, the "Buy Indiana Presumption" 
required by Executive Order 05-05, shall be observed with respect to 
all procurement decisions related to this chapter, so long as 
Executive Order 05-05 is in effect. 
As added by P.L.198-2007, SEC.2. 
 
IC 4-23-7.3-22 
Publication and access requirements do not supercede IC 5-14-3 
Sec. 22. The publication and access requirements of this chapter 
do not supersede IC 5-14-3. 
As added by P.L.198-2007, SEC.2. 



 

July 22, 2005  
Sent Via Facsimile  
 
Kerry R. Jones  
P.O. Box 86  
Berne, IN 46711  
 

Re: Formal Complaint 05-FC-124; Alleged Violation of the Access to Public Records Act by 
the City of Berne Stormwater Utility Board  
 

Dear Mr. Jones:  
 

This is in response to your formal complaint alleging that the City of Berne Stormwater 
Utility Board (“Board”) violated the Access to Public Records Act (“APRA”) by failing to give you a 
copy of an electronic map. I find that the Board has failed to comply with the requirements of the 
APRA.  

 
BACKGROUND  

 
At a meeting of the Board on June 16, 2005, you requested an electronic copy of mapping 

information of the city. This oral request followed an earlier written request for the same information 
that you submitted on April 13, 2005. You were told by Mr. Ray Gill, Board Chairman, that you 
would need to present a second written request for the information and state why you wanted the 
information. Mr. Gill also told you that the Board would “need to assess a value to the file.” You 
believe that the Board’s assessing an excessive fee would effectively bar your receiving a copy of the 
data because the cost would be prohibitive. You filed your formal complaint with the public access 
counselor on June 22, 2005.  

 
I sent a copy of your complaint to the Board. Attorney Mark Burry responded on behalf of 

the Board. A copy of his response is enclosed for your reference. Mr. Burry explains that the 
information you seek was compiled at considerable effort and expense to the City of Berne. He 
claims that Ind. Code 5-14-3-4(b)(19) exempts the infrastructure data from disclosure where its 
disclosure could pose a threat to the public safety by exposing a vulnerability to terrorist attack. He 
also claims that IC 5-14-3-4(b)(11) exempts computer programs, computer codes, computer filing 
systems and other software that are owned by the public agency or entrusted to it and portions of 
electronic maps entrusted to a public agency by a utility. The information in the electronic map 
contains high resolution GIS mapping of the City with precise location of all infrastructure 
components, utilities and systems. The engineering process has been subject to review and discussion 
at public meetings, at which you have been in attendance. Although generally citizens do not have to 
state the purpose of a request for records, it is Mr. Burry’s contention that this type of information 
should not be released without careful deliberation where the information contains sensitive 
infrastructure data.  

 
ANALYSIS  

 
Any person may inspect and copy the public records of any public agency during the 

agency’s regular business hours, except as provided in section 4 of the APRA. Ind. Code 5-14-3-3(a). 



The APRA is to be liberally construed to carry out the policy of openness, and the burden for 
nondisclosure of a public record is on the public agency that would deny access to the record and not 
on the person seeking to inspect and copy the record. IC 5-14-3-1.  

 
The issue presented in your complaint is whether the Board could deny you a copy of the 

Berne electronic map. “Electronic map” is defined as copyrighted data provided by a public agency 
from an electronic geographic information system. IC 5-14-3-2(d). It is clear that information from 
an electronic map is a public record, where it is electronically stored data maintained by a public 
agency and therefore meets the definition of “public record” at IC 5-14-3-2(m). I also note that the 
APRA sets out fee provisions for providing an electronic map to a purchaser. See IC 5-14-3-9(j).  
 

If a public agency receives a request for records orally, it may deny the request orally. If the 
request is made in writing, or if an oral request that has been denied is renewed in writing, a public 
agency may deny the request if the denial is in writing and the denial includes a statement of the 
specific exemption or exemptions authorizing the withholding of all or part of the public record, and 
the name and the title or position of the person responsible for the denial. IC 5-14-3-9(c).  

 
Further, if an agency denies the disclosure of a record or a part of a record under section 

4(b)(19), the agency or the counterterrorism and security council provided for in IC 10-19-8-1 (see 
SEA 56, 2005) shall provide a general description of the record being withheld and of how disclosure 
of the record would have a reasonable likelihood of threatening the public safety. IC 5-14-3-9(d).  
 

Here, you had renewed orally your written request for the electronic map for the City of 
Berne. You were told that you should submit your request in writing with a statement of the purpose 
for the request. A person may not be denied a record because he or she has refused to state the 
purpose of the request, unless such condition is required by other applicable statute. IC 5-14-3-3(a). 
If the reason that you were asked to state the purpose of your request for the electronic map was to 
justify your right to obtain it under IC 5-14-3-4(b)(19), then the Board had a legal obligation to 
explain its justification for asking you to state the purpose of your request. Nothing in the Board’s 
response indicated that you received this explanation. I advise public agencies to cite the statute that 
requires that the purpose for the record be provided by the requester before denying a record for 
failure to state the purpose for the request. Also, it is not clear from the Board’s response whether 
knowing the purpose for the request would inform the agency’s judgment in exercising its discretion 
in releasing all or part of the GIS data.  

 
Under section 4 of the APRA, a public agency may not disclose certain types of records in its 

discretion. The Board cited two exemptions in response to this complaint although it did not cite any 
specific exemption when it denied your request. The first exemption is IC 5-14-3-4(b)(11), which 
exempts computer programs, computer codes, computer filing systems and other software that are 
owned by the public agency or entrusted to it and portions of electronic maps entrusted to a public 
agency by a utility. The second is the exemption for a record or part of a record, the public disclosure 
of which would have a reasonable likelihood of threatening public safety by exposing a vulnerability 
to terrorist attack. IC 5-14-3-4(b)(19).  

 
Based on the Board’s response to the complaint, the Board would not carry its burden in 

court to show that the electronic map falls within the exemptions above. With respect to the 
exemption at section 4(b)(11), the Board has not stated that the GIS data was entrusted to it by a 
utility, a condition for claiming this exemption. Merely stating that the electronic map includes data 
regarding utilities does not bring the record within section 4(b)(11).  



 
With respect to section 4(b)(19) information, the Board has not provided the explanation 

required under IC 5-14-3-9(d), which states that an agency that denies a record under 4(b)(19) record 
must describe the record and provide an explanation of how disclosure of the record would have a 
reasonable likelihood of threatening the public safety. Also, the Board must take care to deny only 
that part of the record that meets an exemption and disclose the remainder. The law requires that a 
public agency separate material from a public record that is disclosable from nondisclosable 
information, and make the disclosable information available for inspection and copying. IC 5-14-3-
6(a).  

 
You also raise a concern regarding what fee may be assessed to you for the electronic map. 

IC 5-14-3-8(j) provides that a public agency may charge a fee, uniform to all purchasers, for 
providing an electronic map that is based upon a reasonable percentage of the agency’s direct cost of 
maintaining, upgrading, and enhancing the electronic map and for the direct cost of supplying the 
electronic map in the form requested by the purchaser. The fee is subject to the approval of the fiscal 
body of the political subdivision if the public agency is a political subdivision.  

 
CONCLUSION 

 
For the foregoing reasons, I find that the City of Berne Stormwater Utility Board did not comply with 
the Access to Public Records Act when it denied you a copy of the electronic map.  
 
Sincerely,  
 
 
Karen Davis 
Public Access Counselor  
 
 
cc: Mark S. Burry 



Is Cost Recovery Worthwhile ? (Excerpt) 

(c) Jeff P. Johnson and Harlan J. Onsrud  

National Center for Geographic Information Analysis (NCGIA)  

University of Maine  

Orono, Maine 04469-5711  

onsrud@grouse.spatial.maine.edu  

(207) 581- 2175  

Copyright  

A recent survey shows that approximately 21% of local and county government GIS agencies 
assert copyright (Johnson, work in progress). Copyright is often seen as an appropriate vehicle 
for protection of databases and maps; however, the extent of copyright protection of such 
resources is limited.  

Under the Copyright Act of 1976, a database is defined as `a work formed by the collection and 
assembling of preexisting materials or of data that are selected, coordinated or arranged in such 
a way that the resulting work as a whole constitutes an original work of authorship'(17 U.S.C. 
Sec. 101, emph. added). In Feist v. Rural Telephone, the Supreme Court gave constitutional 
stature to the requirement of originality in selection or arrangement of facts. While originality 
can be found in GIS datasets, the greatest value of the information resource is in factual material.  

The most direct problem with copyright of dataset, from a dataset producer's point of view, is 
that the information (the facts) in the dataset are not copyrightable. Under copyright law, those 
facts are part of the public domain. Equally troubling, the `selection and arrangement' of an 
electronic dataset are inherently pliable. Secondary users, anyone with a knowledge of computers 
and databases, could easily compile their own copyrighted dataset by rearranging the data in 
another dataset (Hicks 1990, 117), selecting only a portion of the data, or both. `Much of the fruit 
of a compiler's labor may be used by others without compensation' (Feist 1991, 1289). The 
malleable character of an electronic database, then, can render database copyright virtually 
useless.  

In sum, copyright is insufficient for protection of ownership and control to enable cost recovery 
policy. While one may consider this weakness to be a disincentive, it is not a barrier to protecting 
a GIS agency's ownership of information. Contracts or licenses may be used to achieve similar 
objectives.  
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IC 5-14-3 
     Chapter 3. Access to Public Records 

IC 5-14-3-1 
Public policy; construction; burden of proof for nondisclosure 
     Sec. 1. A fundamental philosophy of the American constitutional form of representative 
government is that government is the servant of the people and not their master. Accordingly, it 
is the public policy of the state that all persons are entitled to full and complete information 
regarding the affairs of government and the official acts of those who represent them as public 
officials and employees. Providing persons with the information is an essential function of a 
representative government and an integral part of the routine duties of public officials and 
employees, whose duty it is to provide the information. This chapter shall be liberally construed 
to implement this policy and place the burden of proof for the nondisclosure of a public record 
on the public agency that would deny access to the record and not on the person seeking to 
inspect and copy the record. 
As added by P.L.19-1983, SEC.6. Amended by P.L.77-1995, SEC.1. 

IC 5-14-3-2  
Definitions 
     Note: This version of section effective 7-1-2008. See also preceding version of this section, 
effective until 7-1-2008. 
    Sec. 2. (a) The definitions set forth in this section apply throughout this chapter. 
    (b) "Copy" includes transcribing by handwriting, photocopying, xerography, duplicating 
machine, duplicating electronically stored data onto a disk, tape, drum, or any other medium of 
electronic data storage, and reproducing by any other means. 
    (c) "Direct cost" means one hundred five percent (105%) of the sum of the cost of: 
        (1) the initial development of a program, if any; 
        (2) the labor required to retrieve electronically stored data; and 
        (3) any medium used for electronic output; 
for providing a duplicate of electronically stored data onto a disk, tape, drum, or other medium of 
electronic data retrieval under section 8(g) of this chapter, or for reprogramming a computer 
system under section 6(c) of this chapter. 
    (d) "Electronic map" means copyrighted data provided by a public agency from an electronic 
geographic information system. 
    (e) "Enhanced access" means the inspection of a public record by a person other than a 
governmental entity and that: 
        (1) is by means of an electronic device other than an electronic device provided by a public 
agency in the office of the public agency; or 
        (2) requires the compilation or creation of a list or report that does not result in the 
permanent electronic storage of the information. 
    (f) "Facsimile machine" means a machine that electronically transmits exact images through 
connection with a telephone network. 



    (g) "Inspect" includes the right to do the following: 
        (1) Manually transcribe and make notes, abstracts, or memoranda. 
        (2) In the case of tape recordings or other aural public records, to listen and manually 
transcribe or duplicate, or make notes, abstracts, or other memoranda from them. 
        (3) In the case of public records available: 
            (A) by enhanced access under section 3.5 of this chapter; or 
            (B) to a governmental entity under section 3(c)(2) of this chapter; 

        to examine and copy the public records by use of an electronic device. 
        (4) In the case of electronically stored data, to manually transcribe and make notes, 
abstracts, or memoranda or to duplicate the data onto a disk, tape, drum, or any other medium of 
electronic storage. 
    (h) "Investigatory record" means information compiled in the course of the investigation of a 
crime. 
    (i) "Offender" means a person confined in a penal institution as the result of the conviction for 
a crime. 
    (j) "Patient" has the meaning set out in IC 16-18-2-272(d). 
    (k) "Person" means an individual, a corporation, a limited liability company, a partnership, an 
unincorporated association, or a governmental entity. 
    (l) "Provider" has the meaning set out in IC 16-18-2-295(b) and includes employees of the 
state department of health or local boards of health who create patient records at the request of 
another provider or who are social workers and create records concerning the family background 
of children who may need assistance. 
    (m) "Public agency", except as provided in section 2.1 of this chapter, means the following: 
        (1) Any board, commission, department, division, bureau, committee, agency, office, 
instrumentality, or authority, by whatever name designated, exercising any part of the executive, 
administrative, judicial, or legislative power of the state. 
        (2) Any: 
            (A) county, township, school corporation, city, or town, or any board, commission, 
department, division, bureau, committee, office, instrumentality, or authority of any county, 
township, school corporation, city, or town; 
            (B) political subdivision (as defined by IC 36-1-2-13); or 
            (C) other entity, or any office thereof, by whatever name designated, exercising in a 
limited geographical area the executive, administrative, judicial, or legislative power of the state 
or a delegated local governmental power. 
        (3) Any entity or office that is subject to: 
            (A) budget review by either the department of local government finance or the governing 
body of a county, city, town, township, or school corporation; or 
            (B) an audit by the state board of accounts that is required by statute, rule, or regulation. 
        (4) Any building corporation of a political subdivision that issues bonds for the purpose of 
constructing public facilities. 
        (5) Any advisory commission, committee, or body created by statute, ordinance, or 
executive order to advise the governing body of a public agency, except medical staffs or the 
committees of any such staff. 
        (6) Any law enforcement agency, which means an agency or a department of any level of 
government that engages in the investigation, apprehension, arrest, or prosecution of alleged  



criminal offenders, such as the state police department, the police or sheriff's department of a 
political subdivision, prosecuting attorneys, members of the excise police division of the alcohol 
and tobacco commission, conservation officers of the department of natural resources, gaming 
agents of the Indiana gaming commission, gaming control officers of the Indiana gaming 
commission, and the security division of the state lottery commission. 
        (7) Any license branch staffed by employees of the bureau of motor vehicles commission 
under IC 9-16. 
        (8) The state lottery commission established by IC 4-30-3-1, including any department, 
division, or office of the commission. 
        (9) The Indiana gaming commission established under IC 4-33, including any department, 
division, or office of the commission. 
        (10) The Indiana horse racing commission established by IC 4-31, including any 
department, division, or office of the commission. 
    (n) "Public record" means any writing, paper, report, study, map, photograph, book, card, tape 
recording, or other material that is created, received, retained, maintained, or filed by or with a 
public agency and which is generated on paper, paper substitutes, photographic media, 
chemically based media, magnetic or machine readable media, electronically stored data, or any 
other material, regardless of form or characteristics. 
    (o) "Standard-sized documents" includes all documents that can be mechanically reproduced 
(without mechanical reduction) on paper sized eight and one-half (8 1/2) inches by eleven (11) 
inches or eight and one-half (8 1/2) inches by fourteen (14) inches. 
    (p) "Trade secret" has the meaning set forth in IC 24-2-3-2. 
    (q) "Work product of an attorney" means information compiled by an attorney in reasonable 
anticipation of litigation. The term includes the attorney's: 
        (1) notes and statements taken during interviews of prospective witnesses; and 
        (2) legal research or records, correspondence, reports, or memoranda to the extent that each 
contains the attorney's opinions, theories, or conclusions. 
This definition does not restrict the application of any exception under section 4 of this chapter. 
As added by P.L.19-1983, SEC.6. Amended by P.L.34-1984, SEC.1; P.L.54-1985, SEC.1; 
P.L.50-1986, SEC.1; P.L.42-1986, SEC.2; P.L.341-1989(ss), SEC.6; P.L.2-1991, SEC.29; P.L.2-
1992, SEC.53; P.L.2-1993, SEC.49; P.L.58-1993, SEC.1; P.L.8-1993, SEC.57; P.L.277-
1993(ss), SEC.128; P.L.1-1994, SEC.21; P.L.77-1995, SEC.2; P.L.50-1995, SEC.15; P.L.1-
1999, SEC.6; P.L.256-1999, SEC.1; P.L.204-2001, SEC.12; P.L.90-2002, SEC.18; P.L.261-
2003, SEC.5; P.L.2-2005, SEC.16; P.L.170-2005, SEC.17; P.L.1-2006, SEC.101; P.L.1-2007, 
SEC.28; P.L.179-2007, SEC.7; P.L.227-2007, SEC.57; P.L.3-2008, SEC.28; P.L.51-2008, 
SEC.1. 

 
IC 5-14-3-2.1 
"Public agency"; certain providers exempted 
     Sec. 2.1. "Public agency", for purposes of this chapter, does not mean a provider of goods, 
services, or other benefits that meets the following requirements: 
        (1) The provider receives public funds through an agreement with the state, a county, or a 
municipality that meets the following requirements: 
            (A) The agreement provides for the payment of fees to the entity in exchange for 
services, goods, or other benefits. 



            (B) The amount of fees received by the entity under the agreement is not based upon or 
does not involve a consideration of the tax revenues or receipts of the state, county, or 
municipality. 
            (C) The amount of the fees are negotiated by the entity and the state, county, or 
municipality. 
            (D) The state, county, or municipality is billed for fees by the entity for the services, 
goods, or other benefits actually provided by the entity. 
        (2) The provider is not required by statute, rule, or regulation to be audited by the state 
board of accounts. 
As added by P.L.179-2007, SEC.8. 

IC 5-14-3-3 
Right to inspect and copy public agency records; electronic data storage; use of 
information for commercial purposes; contracts 
     Sec. 3. (a) Any person may inspect and copy the public records of any public agency during 
the regular business hours of the agency, except as provided in section 4 of this chapter. A 
request for inspection or copying must: 
        (1) identify with reasonable particularity the record being requested; and 
        (2) be, at the discretion of the agency, in writing on or in a form provided by the agency. 
No request may be denied because the person making the request refuses to state the purpose of 
the request, unless such condition is required by other applicable statute. 
    (b) A public agency may not deny or interfere with the exercise of the right stated in 
subsection (a). The public agency shall either: 
        (1) provide the requested copies to the person making the request; or 
        (2) allow the person to make copies: 
            (A) on the agency's equipment; or 
            (B) on the person's own equipment. 
    (c) Notwithstanding subsections (a) and (b), a public agency may or may not do the following: 
        (1) In accordance with a contract described in section 3.5 of this chapter, permit a person to 
inspect and copy through the use of enhanced access public records containing information 
owned by or entrusted to the public agency.  

 
        (2) Permit a governmental entity to use an electronic device to inspect and copy public 
records containing information owned by or entrusted to the public agency. 
    (d) Except as provided in subsection (e), a public agency that maintains or contracts for the 
maintenance of public records in an electronic data storage system shall make reasonable efforts 
to provide to a person making a request a copy of all disclosable data contained in the records on 
paper, disk, tape, drum, or any other method of electronic retrieval if the medium requested is 
compatible with the agency's data storage system. This subsection does not apply to an electronic 
map. 
    (e) A state agency may adopt a rule under IC 4-22-2, and a political subdivision may enact an 
ordinance, prescribing the conditions under which a person who receives information on disk or 
tape under subsection (d) may or may not use the information for commercial purposes, [I read 
this as not applying to electronic maps since subsection (d) does not apply.] including to sell, 
advertise, or solicit the purchase of merchandise, goods, or services, or sell, loan, give away, or 



otherwise deliver the information obtained by the request to any other person for these purposes. 
Use of information received under subsection (d) in connection with the preparation or 
publication of news, for nonprofit activities, or for academic research is not prohibited. A person 
who uses information in a manner contrary to a rule or ordinance adopted under this subsection 
may be prohibited by the state agency or political subdivision from obtaining a copy or any 
further data under subsection (d). 
    (f) Notwithstanding the other provisions of this section, a public agency is not required to 
create or provide copies of lists of names and addresses (including electronic mail account 
addresses) unless the public agency is required to publish such lists and disseminate them to the 
public under a statute. However, if a public agency has created a list of names and addresses 
(excluding electronic mail account addresses) it must permit a person to inspect and make 
memoranda abstracts from the list unless access to the list is prohibited by law. The lists of 
names and addresses (including electronic mail account addresses) described in subdivisions (1) 
through (3) may not be disclosed by public agencies to any individual or entity for political 
purposes and may not be used by any individual or entity for political purposes. In addition, the 
lists of names and addresses (including electronic mail account addresses) described in 
subdivisions (1) through (3) may not be disclosed by public agencies to commercial entities for 
commercial purposes and may not be used by commercial entities for commercial purposes. The 
prohibition in this subsection against the disclosure of lists for political or commercial purposes 
applies to the following lists of names and addresses (including electronic mail account 
addresses): 
        (1) A list of employees of a public agency. 
        (2) A list of persons attending conferences or meetings at a state educational institution or 
of persons involved in programs or activities conducted or supervised by the state educational 
institution.  

 
        (3) A list of students who are enrolled in a public school corporation if the governing body 
of the public school corporation adopts a policy: 
            (A) with respect to disclosure related to a commercial purpose, prohibiting the disclosure 
of the list to commercial entities for commercial purposes; 
            (B) with respect to disclosure related to a commercial purpose, specifying the classes or 
categories of commercial entities to which the list may not be disclosed or by which the list may 
not be used for commercial purposes; or 
            (C) with respect to disclosure related to a political purpose, prohibiting the disclosure of 
the list to individuals and entities for political purposes. 
A policy adopted under subdivision (3)(A) or (3)(B) must be uniform and may not discriminate 
among similarly situated commercial entities. For purposes of this subsection, "political 
purposes" means influencing the election of a candidate for federal, state, legislative, local, or 
school board office or the outcome of a public question or attempting to solicit a contribution to 
influence the election of a candidate for federal, state, legislative, local, or school board office or 
the outcome of a public question. 
    (g) A public agency may not enter into or renew a contract or an obligation: 
        (1) for the storage or copying of public records; or 
        (2) that requires the public to obtain a license or pay copyright royalties for obtaining the 
right to inspect and copy the records unless otherwise provided by applicable statute; 
if the contract, obligation, license, or copyright unreasonably impairs the right of the public to 



inspect and copy the agency's public records. 
    (h) If this section conflicts with IC 3-7, the provisions of IC 3-7 apply. 
As added by P.L.19-1983, SEC.6. Amended by P.L.54-1985, SEC.2; P.L.51-1986, SEC.1; 
P.L.58-1993, SEC.2; P.L.77-1995, SEC.3; P.L.173-2003, SEC.4 and P.L.261-2003, SEC.6; 
P.L.22-2006, SEC.1; P.L.1-2007, SEC.29; P.L.2-2007, SEC.100. 

IC 5-14-3-3.5 
State agencies; enhanced access to public records; office of technology 
     Sec. 3.5. (a) As used in this section, "state agency" has the meaning set forth in IC 4-13-1-1. 
The term does not include the office of the following elected state officials: 
        (1) Secretary of state. 
        (2) Auditor. 
        (3) Treasurer. 
        (4) Attorney general. 
        (5) Superintendent of public instruction. 
However, each state office described in subdivisions (1) through (5) and the judicial department 
of state government may use the computer gateway administered by the office of technology 
established by IC 4-13.1-2-1, subject to the requirements of this section. 
    (b) As an additional means of inspecting and copying public records, a state agency may 
provide enhanced access to public records maintained by the state agency. 
    (c) If the state agency has entered into a contract with a third party under which the state 
agency provides enhanced access to the person through the third party's computer gateway or 
otherwise, all of the following apply to the contract: 
        (1) The contract between the state agency and the third party must provide for the protection 
of public records in accordance with subsection (d). 
        (2) The contract between the state agency and the third party may provide for the payment 
of a reasonable fee to the state agency by either: 
            (A) the third party; or 
            (B) the person. 
    (d) A contract required by this section must provide that the person and the third party will not 
engage in the following: 
        (1) Unauthorized enhanced access to public records. 
        (2) Unauthorized alteration of public records. 
        (3) Disclosure of confidential public records. 
    (e) A state agency shall provide enhanced access to public records only through the computer 
gateway administered by the office of technology. 
As added by P.L.58-1993, SEC.3. Amended by P.L.77-1995, SEC.4; P.L.19-1997, SEC.2; 
P.L.14-2004, SEC.183; P.L.177-2005, SEC.15. 

IC 5-14-3-3.6 
Public agencies; enhanced access to public records; office of technology 
     Sec. 3.6. (a) As used in this section "public agency" does not include a state agency (as 
defined in section 3.5(a) of this chapter). 
    (b) As an additional means of inspecting and copying public records, a public agency may 
provide enhanced access to public records maintained by the public agency. 
    (c) A public agency may provide a person with enhanced access to public records if any of the 



following apply: 
        (1) The public agency provides enhanced access to the person through its own computer 
gateway and provides for the protection of public records under subsection (d). 
        (2) The public agency has entered into a contract with a third party under which the public 
agency provides enhanced access to the person through the third party's computer gateway or 
otherwise, and the contract between the public agency and the third party provides for the 
protection of public records in accordance with subsection (d). 
    (d) A contract entered into under this section and any other provision of enhanced access must 
provide that the third party and the person will not engage in the following: 
        (1) Unauthorized enhanced access to public records. 
        (2) Unauthorized alteration of public records. 
        (3) Disclosure of confidential public records. 
    (e) A contract entered into under this section or any provision of enhanced access may require 
the payment of a reasonable fee to either the third party to a contract or to the public agency, or 
both, from the person. 
    (f) A public agency may provide enhanced access to public records through the computer 
gateway administered by the office of technology established by IC 4-13.1-2-1. 
As added by P.L.19-1997, SEC.3. Amended by P.L.177-2005, SEC.16. 

 
IC 5-14-3-4  
Records excepted from disclosure requirements; names and addresses; time limitations; 
destruction of records 
     Note: This version of section effective 7-1-2008. See also preceding version of this section, 
effective until 7-1-2008. 
    Sec. 4. (a) The following public records are excepted from section 3 of this chapter and may 
not be disclosed by a public agency, unless access to the records is specifically required by a 
state or federal statute or is ordered by a court under the rules of discovery: 
        (1) Those declared confidential by state statute. 
        (2) Those declared confidential by rule adopted by a public agency under specific authority 
to classify public records as confidential granted to the public agency by statute. 
        (3) Those required to be kept confidential by federal law. 
        (4) Records containing trade secrets. 
        (5) Confidential financial information obtained, upon request, from a person. However, this 
does not include information that is filed with or received by a public agency pursuant to state 
statute. 
        (6) Information concerning research, including actual research documents, conducted under 
the auspices of a state educational institution, including information: 
            (A) concerning any negotiations made with respect to the research; and 
            (B) received from another party involved in the research. 
        (7) Grade transcripts and license examination scores obtained as part of a licensure process. 
        (8) Those declared confidential by or under rules adopted by the supreme court of Indiana. 
        (9) Patient medical records and charts created by a provider, unless the patient gives written 
consent under IC 16-39. 
        (10) Application information declared confidential by the board of the Indiana economic 
development corporation under IC 5-28-16. 



        (11) A photograph, a video recording, or an audio recording of an autopsy, except as 
provided in IC 36-2-14-10. 
        (12) A Social Security number contained in the records of a public agency. 
    (b) Except as otherwise provided by subsection (a), the following public records shall be 
excepted from section 3 of this chapter at the discretion of a public agency: 
        (1) Investigatory records of law enforcement agencies. However, certain law enforcement 
records must be made available for inspection and copying as provided in section 5 of this 
chapter. 
        (2) The work product of an attorney representing, pursuant to state employment or an 
appointment by a public agency: 
            (A) a public agency; 
            (B) the state; or 
            (C) an individual.  
        (3) Test questions, scoring keys, and other examination data used in administering a 
licensing examination, examination for employment, or academic examination before the 
examination is given or if it is to be given again. 
        (4) Scores of tests if the person is identified by name and has not consented to the release of 
the person's scores. 
        (5) The following: 
            (A) Records relating to negotiations between the Indiana economic development 
corporation, the ports of Indiana, the Indiana state department of agriculture, the Indiana finance 
authority, an economic development commission, a local economic development organization 
(as defined in IC 5-28-11-2(3)), or a governing body of a political subdivision with industrial, 
research, or commercial prospects, if the records are created while negotiations are in progress. 
            (B) Notwithstanding clause (A), the terms of the final offer of public financial resources 
communicated by the Indiana economic development corporation, the ports of Indiana, the 
Indiana finance authority, an economic development commission, or a governing body of a 
political subdivision to an industrial, a research, or a commercial prospect shall be available for 
inspection and copying under section 3 of this chapter after negotiations with that prospect have 
terminated. 
            (C) When disclosing a final offer under clause (B), the Indiana economic development 
corporation shall certify that the information being disclosed accurately and completely 
represents the terms of the final offer. 
        (6) Records that are intra-agency or interagency advisory or deliberative material, including 
material developed by a private contractor under a contract with a public agency, that are 
expressions of opinion or are of a speculative nature, and that are communicated for the purpose 
of decision making. 
        (7) Diaries, journals, or other personal notes serving as the functional equivalent of a diary 
or journal. 
        (8) Personnel files of public employees and files of applicants for public employment, 
except for: 
            (A) the name, compensation, job title, business address, business telephone number, job 
description, education and training background, previous work experience, or dates of first and 
last employment of present or former officers or employees of the agency; 
            (B) information relating to the status of any formal charges against the employee; and 
            (C) the factual basis for a disciplinary action in which final action has been taken and that 



resulted in the employee being suspended, demoted, or discharged. 
        However, all personnel file information shall be made available to the affected employee or 
the employee's representative. This subdivision does not apply to disclosure of personnel 
information generally on all employees or for groups of employees without the request being 
particularized by employee name. 
        (9) Minutes or records of hospital medical staff meetings. 
        (10) Administrative or technical information that would jeopardize a record keeping or 
security system. 
        (11) Computer programs, computer codes, computer filing systems, and other software that 
are owned by the public agency or entrusted to it and portions of electronic maps entrusted to a 
public agency by a utility.  [shall be excepted from section 3 of this chapter at the discretion 
of a public agency] 
        (12) Records specifically prepared for discussion or developed during discussion in an 
executive session under IC 5-14-1.5-6.1. However, this subdivision does not apply to that 
information required to be available for inspection and copying under subdivision (8). 
        (13) The work product of the legislative services agency under personnel rules approved by 
the legislative council. 
        (14) The work product of individual members and the partisan staffs of the general 
assembly. 
        (15) The identity of a donor of a gift made to a public agency if: 
            (A) the donor requires nondisclosure of the donor's identity as a condition of making the 
gift; or 
            (B) after the gift is made, the donor or a member of the donor's family requests 
nondisclosure. 
        (16) Library or archival records: 
            (A) which can be used to identify any library patron; or 
            (B) deposited with or acquired by a library upon a condition that the records be disclosed 
only: 
                (i) to qualified researchers; 
                (ii) after the passing of a period of years that is specified in the documents under which 
the deposit or acquisition is made; or 
                (iii) after the death of persons specified at the time of the acquisition or deposit. 
        However, nothing in this subdivision shall limit or affect contracts entered into by the 
Indiana state library pursuant to IC 4-1-6-8. 
        (17) The identity of any person who contacts the bureau of motor vehicles concerning the 
ability of a driver to operate a motor vehicle safely and the medical records and evaluations made 
by the bureau of motor vehicles staff or members of the driver licensing medical advisory board 
regarding the ability of a driver to operate a motor vehicle safely. However, upon written request 
to the commissioner of the bureau of motor vehicles, the driver must be given copies of the 
driver's medical records and evaluations. 
        (18) School safety and security measures, plans, and systems, including emergency 
preparedness plans developed under 511 IAC 6.1-2-2.5.  
        (19) A record or a part of a record, the public disclosure of which would have a reasonable 
likelihood of threatening public safety by exposing a vulnerability to terrorist attack. A record 
described under this subdivision includes: 
            (A) a record assembled, prepared, or maintained to prevent, mitigate, or respond to an act 



of terrorism under IC 35-47-12-1 or an act of agricultural terrorism under IC 35-47-12-2; 
            (B) vulnerability assessments; 
            (C) risk planning documents; 
            (D) needs assessments; 
            (E) threat assessments; 
            (F) intelligence assessments; 
            (G) domestic preparedness strategies; 
            (H) the location of community drinking water wells and surface water intakes; 
            (I) the emergency contact information of emergency responders and volunteers; 
            (J) infrastructure records that disclose the configuration of critical systems such as 
communication, electrical, ventilation, water, and wastewater systems; and 
            (K) detailed drawings or specifications of structural elements, floor plans, and operating, 
utility, or security systems, whether in paper or electronic form, of any building or facility 
located on an airport (as defined in IC 8-21-1-1) that is owned, occupied, leased, or maintained 
by a public agency. A record described in this clause may not be released for public inspection 
by any public agency without the prior approval of the public agency that owns, occupies, leases, 
or maintains the airport. The public agency that owns, occupies, leases, or maintains the airport: 
                (i) is responsible for determining whether the public disclosure of a record or a part of 
a record has a reasonable likelihood of threatening public safety by exposing a vulnerability to 
terrorist attack; and 
                (ii) must identify a record described under item (i) and clearly mark the record as 
"confidential and not subject to public disclosure under IC 5-14-3-4(b)(19)(J) without approval 
of (insert name of submitting public agency)". 
        This subdivision does not apply to a record or portion of a record pertaining to a location or 
structure owned or protected by a public agency in the event that an act of terrorism under IC 35-
47-12-1 or an act of agricultural terrorism under IC 35-47-12-2 has occurred at that location or 
structure, unless release of the record or portion of the record would have a reasonable likelihood 
of threatening public safety by exposing a vulnerability of other locations or structures to 
terrorist attack. 
        (20) The following personal information concerning a customer of a municipally owned 
utility (as defined in IC 8-1-2-1): 
            (A) Telephone number.  

 
            (B) Address. 
            (C) Social Security number. 
        (21) The following personal information about a complainant contained in records of a law 
enforcement agency: 
            (A) Telephone number. 
            (B) The complainant's address. However, if the complainant's address is the location of 
the suspected crime, infraction, accident, or complaint reported, the address shall be made 
available for public inspection and copying. 
        (22) Notwithstanding subdivision (8)(A), the name, compensation, job title, business 
address, business telephone number, job description, education and training background, 
previous work experience, or dates of first employment of a law enforcement officer who is 
operating in an undercover capacity. 
        (23) Records requested by an offender that: 



            (A) contain personal information relating to: 
                (i) a correctional officer (as defined in IC 5-10-10-1.5); 
                (ii) the victim of a crime; or 
                (iii) a family member of a correctional officer or the victim of a crime; or 
            (B) concern or could affect the security of a jail or correctional facility. 
    (c) Nothing contained in subsection (b) shall limit or affect the right of a person to inspect and 
copy a public record required or directed to be made by any statute or by any rule of a public 
agency. 
    (d) Notwithstanding any other law, a public record that is classified as confidential, other than 
a record concerning an adoption, shall be made available for inspection and copying seventy-five 
(75) years after the creation of that record. 
    (e) Notwithstanding subsection (d) and section 7 of this chapter: 
        (1) public records subject to IC 5-15 may be destroyed only in accordance with record 
retention schedules under IC 5-15; or 
        (2) public records not subject to IC 5-15 may be destroyed in the ordinary course of 
business. 
As added by P.L.19-1983, SEC.6. Amended by P.L.57-1983, SEC.1; P.L.34-1984, SEC.2; 
P.L.54-1985, SEC.3; P.L.50-1986, SEC.2; P.L.20-1988, SEC.12; P.L.11-1990, SEC.111; P.L.1-
1991, SEC.38; P.L.10-1991, SEC.9; P.L.50-1991, SEC.1; P.L.49-1991, SEC.1; P.L.1-1992, 
SEC.11; P.L.2-1993, SEC.50; P.L.58-1993, SEC.4; P.L.190-1999, SEC.2; P.L.37-2000, SEC.2; 
P.L.271-2001, SEC.1; P.L.201-2001, SEC.1; P.L.1-2002, SEC.17; P.L.173-2003, SEC.5; 
P.L.261-2003, SEC.7; P.L.208-2003, SEC.1; P.L.200-2003, SEC.3; P.L.210-2005, SEC.1; P.L.1-
2006, SEC.102; P.L.101-2006, SEC.4; P.L.2-2007, SEC.101; P.L.172-2007, SEC.1; P.L.179-
2007, SEC.9; P.L.3-2008, SEC.29; P.L.51-2008, SEC.2; P.L.98-2008, SEC.4; P.L.120-2008, 
SEC.2. 

IC 5-14-3-4.1 
Repealed 
    (Repealed by P.L.1-1989, SEC.75.)  

 
IC 5-14-3-4.3 
Job title or job descriptions of law enforcement officers 
     Sec. 4.3. Nothing contained in section 4(b)(8) of this chapter requires a law enforcement 
agency to release to the public the job title or job description of law enforcement officers. 
As added by P.L.35-1984, SEC.1. 

IC 5-14-3-4.5 
Indiana economic development corporation negotiation records excepted from disclosure; 
disclosure of final offers 
     Sec. 4.5. (a) Records relating to negotiations between the Indiana economic development 
corporation and industrial, research, or commercial prospects are excepted from section 3 of this 
chapter at the discretion of the corporation if the records are created while negotiations are in 
progress. 
    (b) Notwithstanding subsection (a), the terms of the final offer of public financial resources 
communicated by the corporation to an industrial, a research, or a commercial prospect shall be 



available for inspection and copying under section 3 of this chapter after negotiations with that 
prospect have terminated. 
    (c) When disclosing a final offer under subsection (b), the corporation shall certify that the 
information being disclosed accurately and completely represents the terms of the final offer. 
As added by P.L.4-2005, SEC.29. 

IC 5-14-3-4.7 
Negotiation records; final offers; certification of final offer disclosure 
     Sec. 4.7. (a) Records relating to negotiations between the Indiana finance authority and 
industrial, research, or commercial prospects are excepted from section 3 of this chapter at the 
discretion of the authority if the records are created while negotiations are in progress. 
    (b) Notwithstanding subsection (a), the terms of the final offer of public financial resources 
communicated by the authority to an industrial, a research, or a commercial prospect shall be 
available for inspection and copying under section 3 of this chapter after negotiations with that 
prospect have terminated. 
    (c) When disclosing a final offer under subsection (b), the authority shall certify that the 
information being disclosed accurately and completely represents the terms of the final offer. 
As added by P.L.235-2005, SEC.85. 

IC 5-14-3-4.8 
Records exempt from disclosure requirements; office of tourism development negotiations; 
final offers public 
     Sec. 4.8. (a) Records relating to negotiations between the office of tourism development and 
industrial, research, or commercial prospects are excepted from section 3 of this chapter at the 
discretion of the office of tourism development if the records are created while negotiations are 
in progress.  

    (b) Notwithstanding subsection (a), the terms of the final offer of public financial resources 
communicated by the office of tourism development to an industrial, a research, or a commercial 
prospect shall be available for inspection and copying under section 3 of this chapter after 
negotiations with that prospect have terminated. 
    (c) When disclosing a final offer under subsection (b), the office of tourism development shall 
certify that the information being disclosed accurately and completely represents the terms of the 
final offer. 
As added by P.L.229-2005, SEC.3. 

IC 5-14-3-4.9 
Ports of Indiana negotiation records excepted from disclosure; disclosure of final offers 
     Sec. 4.9. (a) Records relating to negotiations between the ports of Indiana and industrial, 
research, or commercial prospects are excepted from section 3 of this chapter at the discretion of 
the ports of Indiana if the records are created while negotiations are in progress. 
    (b) Notwithstanding subsection (a), the terms of the final offer of public financial resources 
communicated by the ports of Indiana to an industrial, a research, or a commercial prospect shall 
be available for inspection and copying under section 3 of this chapter after negotiations with 
that prospect have terminated. 
    (c) When disclosing a final offer under subsection (b), the ports of Indiana shall certify that the 



information being disclosed accurately and completely represents the terms of the final offer. 
As added by P.L.98-2008, SEC.5. 

IC 5-14-3-5 
Information relating to arrest or summons; jailed persons; agency records 
     Sec. 5. (a) If a person is arrested or summoned for an offense, the following information shall 
be made available for inspection and copying: 
        (1) Information that identifies the person including the person's name, age, and address. 
        (2) Information concerning any charges on which the arrest or summons is based. 
        (3) Information relating to the circumstances of the arrest or the issuance of the summons, 
such as the: 
            (A) time and location of the arrest or the issuance of the summons; 
            (B) investigating or arresting officer (other than an undercover officer or agent); and 
            (C) investigating or arresting law enforcement agency. 
    (b) If a person is received in a jail or lock-up, the following information shall be made 
available for inspection and copying: 
        (1) Information that identifies the person including the person's name, age, and address. 
        (2) Information concerning the reason for the person being placed in the jail or lock-up, 
including the name of the person on whose order the person is being held. 
        (3) The time and date that the person was received and the time and date of the person's 
discharge or transfer. 
        (4) The amount of the person's bail or bond, if it has been fixed. 
    (c) An agency shall maintain a daily log or record that lists suspected crimes, accidents, or 
complaints, and the following information shall be made available for inspection and copying: 
        (1) The time, substance, and location of all complaints or requests for assistance received by 
the agency. 
        (2) The time and nature of the agency's response to all complaints or requests for assistance. 
        (3) If the incident involves an alleged crime or infraction: 
            (A) the time, date, and location of occurrence; 
            (B) the name and age of any victim, unless the victim is a victim of a crime under IC 35-
42-4; 
            (C) the factual circumstances surrounding the incident; and 
            (D) a general description of any injuries, property, or weapons involved. 
The information required in this subsection shall be made available for inspection and copying in 
compliance with this chapter. The record containing the information must be created not later 
than twenty-four (24) hours after the suspected crime, accident, or complaint has been reported 
to the agency. 
    (d) This chapter does not affect IC 5-2-4, IC 10-13-3, or IC 5-11-1-9. 
As added by P.L.19-1983, SEC.6. Amended by P.L.39-1992, SEC.1; P.L.2-2003, SEC.24. 

IC 5-14-3-5.5 
Sealing certain records by court; hearing; notice 
     Sec. 5.5. (a) This section applies to a judicial public record. 
    (b) As used in this section, "judicial public record" does not include a record submitted to a 
court for the sole purpose of determining whether the record should be sealed. 
    (c) Before a court may seal a public record not declared confidential under section 4(a) of this 



chapter, it must hold a hearing at a date and time established by the court. Notice of the hearing 
shall be posted at a place designated for posting notices in the courthouse. 
    (d) At the hearing, parties or members of the general public must be permitted to testify and 
submit written briefs. A decision to seal all or part of a public record must be based on findings 
of fact and conclusions of law, showing that the remedial benefits to be gained by effectuating 
the public policy of the state declared in section 1 of this chapter are outweighed by proof by a 
preponderance of the evidence by the person seeking the sealing of the record that: 
        (1) a public interest will be secured by sealing the record; 
        (2) dissemination of the information contained in the record will create a serious and 
imminent danger to that public interest; 
        (3) any prejudicial effect created by dissemination of the information cannot be avoided by 
any reasonable method other than sealing the record; 
        (4) there is a substantial probability that sealing the record will be effective in protecting the 
public interest against the perceived danger; and 
        (5) it is reasonably necessary for the record to remain sealed for a period of time. 
Sealed records shall be unsealed at the earliest possible time after the circumstances necessitating 
the sealing of the records no longer exist. 
As added by P.L.54-1985, SEC.4. Amended by P.L.68-1987, SEC.1. 

IC 5-14-3-6 
Partially disclosable records; computer or microfilm record systems; fees 
     Sec. 6. (a) If a public record contains disclosable and nondisclosable information, the public 
agency shall, upon receipt of a request under this chapter, separate the material that may be 
disclosed and make it available for inspection and copying. 
    (b) If a public record stored on computer tape, computer disks, microfilm, or a similar or 
analogous record system is made available to: 
        (1) a person by enhanced access under section 3.5 of this chapter; or 
        (2) a governmental entity by an electronic device; 
the public agency may not make the record available for inspection without first separating the 
material in the manner required by subsection (a). 
    (c) A public agency may charge a person who makes a request for disclosable information the 
agency's direct cost of reprogramming a computer system if: 
        (1) the disclosable information is stored on a computer tape, computer disc, or a similar or 
analogous record system; and 
        (2) the public agency is required to reprogram the computer system to separate the 
disclosable information from nondisclosable information. 
    (d) A public agency is not required to reprogram a computer system to provide: 
        (1) enhanced access; or 
        (2) access to a governmental entity by an electronic device. 
As added by P.L.19-1983, SEC.6. Amended by P.L.54-1985, SEC.5; P.L.58-1993, SEC.5; 
P.L.77-1995, SEC.5. 

IC 5-14-3-6.5 
Confidentiality of public record 
     Sec. 6.5. A public agency that receives a confidential public record from another public 



agency shall maintain the confidentiality of the public record. 
As added by P.L.34-1984, SEC.3.  

 
IC 5-14-3-7 
Protection against loss, alteration, destruction, and unauthorized enhanced access 
     Sec. 7. (a) A public agency shall protect public records from loss, alteration, mutilation, or 
destruction, and regulate any material interference with the regular discharge of the functions or 
duties of the public agency or public employees. 
    (b) A public agency shall take precautions that protect the contents of public records from 
unauthorized enhanced access, unauthorized access by an electronic device, or alteration. 
    (c) This section does not operate to deny to any person the rights secured by section 3 of this 
chapter. 
As added by P.L.19-1983, SEC.6. Amended by P.L.58-1993, SEC.6. 

IC 5-14-3-8 
Fees; copies 
     Sec. 8. (a) For the purposes of this section, "state agency" has the meaning set forth in IC 4-
13-1-1. 
    (b) Except as provided in this section, a public agency may not charge any fee under this 
chapter: 
        (1) to inspect a public record; or 
        (2) to search for, examine, or review a record to determine whether the record may be 
disclosed. 
    (c) The Indiana department of administration shall establish a uniform copying fee for the 
copying of one (1) page of a standard-sized document by state agencies. The fee may not exceed 
the average cost of copying records by state agencies or ten cents ($0.10) per page, whichever is 
greater. A state agency may not collect more than the uniform copying fee for providing a copy 
of a public record. However, a state agency shall establish and collect a reasonable fee for 
copying nonstandard-sized documents. 
    (d) This subsection applies to a public agency that is not a state agency. The fiscal body (as 
defined in IC 36-1-2-6) of the public agency, or the governing body, if there is no fiscal body, 
shall establish a fee schedule for the certification or copying of documents. The fee for 
certification of documents may not exceed five dollars ($5) per document. The fee for copying 
documents may not exceed the greater of: 
        (1) ten cents ($0.10) per page for copies that are not color copies or twenty-five cents 
($0.25) per page for color copies; or 
        (2) the actual cost to the agency of copying the document. 
As used in this subsection, "actual cost" means the cost of paper and the per-page cost for use of 
copying or facsimile equipment and does not include labor costs or overhead costs. A fee 
established under this subsection must be uniform throughout the public agency and uniform to 
all purchasers. 
    (e) If: 
        (1) a person is entitled to a copy of a public record under this chapter; and 
        (2) the public agency which is in possession of the record has reasonable access to a 
machine capable of reproducing the public record; the public agency must provide at least one 



(1) copy of the public record to the person. However, if a public agency does not have reasonable 
access to a machine capable of reproducing the record or if the person cannot reproduce the 
record by use of enhanced access under section 3.5 of this chapter, the person is only entitled to 
inspect and manually transcribe the record. A public agency may require that the payment for 
copying costs be made in advance. 
    (f) Notwithstanding subsection (b), (c), (d), (g), (h), or (i), a public agency shall collect any 
certification, copying, facsimile machine transmission, or search fee that is specified by statute or 
is ordered by a court. 
    (g) Except as provided by subsection (h), for providing a duplicate of a computer tape, 
computer disc, microfilm, or similar or analogous record system containing information owned 
by the public agency or entrusted to it, a public agency may charge a fee, uniform to all 
purchasers, that does not exceed the sum of the following: 
        (1) The agency's direct cost of supplying the information in that form. 
        (2) The standard cost for selling the same information to the public in the form of a 
publication if the agency has published the information and made the publication available for 
sale. 
        (3) In the case of the legislative services agency, a reasonable percentage of the agency's 
direct cost of maintaining the system in which the information is stored. However, the amount 
charged by the legislative services agency under this subdivision may not exceed the sum of the 
amounts it may charge under subdivisions (1) and (2). 
    (h) This subsection applies to the fee charged by a public agency for providing enhanced 
access to a public record. A public agency may charge any reasonable fee agreed on in the 
contract under section 3.5 of this chapter for providing enhanced access to public records. 
    (i) This subsection applies to the fee charged by a public agency for permitting a governmental 
entity to inspect public records by means of an electronic device. A public agency may charge 
any reasonable fee for the inspection of public records under this subsection, or the public 
agency may waive any fee for the inspection. 
    (j) Except as provided in subsection (k), a public agency may charge a fee, uniform to all 
purchasers, for providing an electronic map that is based upon a reasonable percentage of the 
agency's direct cost of maintaining, upgrading, and enhancing the electronic map and for the 
direct cost of supplying the electronic map in the form requested by the purchaser. If the public 
agency is within a political subdivision having a fiscal body, the fee is subject to the approval of 
the fiscal body of the political subdivision. 
    (k) The fee charged by a public agency under subsection (j) to cover costs for maintaining, 
upgrading, and enhancing an electronic map may be waived by the public agency if the 
electronic map for which the fee is charged will be used for a noncommercial purpose, including 
the following: 
        (1) Public agency program support. 
        (2) Nonprofit activities. 
        (3) Journalism. 
        (4) Academic research. 
As added by P.L.19-1983, SEC.6. Amended by P.L.54-1985, SEC.6; P.L.51-1986, SEC.2; 
P.L.58-1993, SEC.7; P.L.78-1995, SEC.1; P.L.151-1999, SEC.1; P.L.89-2001, SEC.1; P.L.215-
2007, SEC.1; P.L.16-2008, SEC.1. 



IC 5-14-3-8.3 
Enhanced access fund; establishment by ordinance; purpose 
     Sec. 8.3. (a) The fiscal body of a political subdivision having a public agency that charges a 
fee under section 8(h) or 8(i) of this chapter shall adopt an ordinance establishing an enhanced 
access fund. The ordinance must specify that the fund consists of fees collected under section 
8(h) or 8(i) of this chapter. The fund shall be administered by the public agency or officer 
designated in the ordinance or resolution. Money in the fund must be appropriated and expended 
in the manner authorized in the ordinance. 
    (b) The fund is a dedicated fund with the following purposes: 
        (1) The replacement, improvement, and expansion of capital expenditures. 
        (2) The reimbursement of operating expenses incurred in providing enhanced access to 
public information. 
As added by P.L.58-1993, SEC.8. 

IC 5-14-3-8.5 
Electronic map generation fund; establishment by ordinance; purpose 
     Sec. 8.5. (a) The fiscal body of a political subdivision having a public agency that charges a 
fee under section 8(j) of this chapter shall adopt an ordinance establishing an electronic map 
generation fund. The ordinance must specify that the fund consists of fees collected under 
section 8(j) of this chapter. The fund shall be administered by the public agency that collects the 
fees. 
    (b) The electronic map generation fund is a dedicated fund with the following purposes: 
        (1) The maintenance, upgrading, and enhancement of the electronic map. 
        (2) The reimbursement of expenses incurred by a public agency in supplying an electronic 
map in the form requested by a purchaser. 
As added by P.L.58-1993, SEC.9. 

IC 5-14-3-9 
Denial of disclosure; action to compel disclosure; intervenors; burden of proof; attorney's 
fees and costs  

 
     Sec. 9. (a) A denial of disclosure by a public agency occurs when the person making the 
request is physically present in the office of the agency, makes the request by telephone, or 
requests enhanced access to a document and: 
        (1) the person designated by the public agency as being responsible for public records 
release decisions refuses to permit inspection and copying of a public record when a request has 
been made; or 
        (2) twenty-four (24) hours elapse after any employee of the public agency refuses to permit 
inspection and copying of a public record when a request has been made; 
whichever occurs first. 
    (b) If a person requests by mail or by facsimile a copy or copies of a public record, a denial of 
disclosure does not occur until seven (7) days have elapsed from the date the public agency 
receives the request. 
    (c) If a request is made orally, either in person or by telephone, a public agency may deny the 
request orally. However, if a request initially is made in writing, by facsimile, or through 



enhanced access, or if an oral request that has been denied is renewed in writing or by facsimile, 
a public agency may deny the request if: 
        (1) the denial is in writing or by facsimile; and 
        (2) the denial includes: 
            (A) a statement of the specific exemption or exemptions authorizing the withholding of 
all or part of the public record; and 
            (B) the name and the title or position of the person responsible for the denial. 
    (d) This subsection applies to a board, a commission, a department, a division, a bureau, a 
committee, an agency, an office, an instrumentality, or an authority, by whatever name 
designated, exercising any part of the executive, administrative, judicial, or legislative power of 
the state. If an agency receives a request to inspect or copy a record that the agency considers to 
be excepted from disclosure under section 4(b)(19) of this chapter, the agency may consult with 
the counterterrorism and security council established by IC 10-19-8-1. If an agency denies the 
disclosure of a record or a part of a record under section 4(b)(19) of this chapter, the agency or 
the counterterrorism and security council shall provide a general description of the record being 
withheld and of how disclosure of the record would have a reasonable likelihood of threatening 
the public safety. 
    (e) A person who has been denied the right to inspect or copy a public record by a public 
agency may file an action in the circuit or superior court of the county in which the denial 
occurred to compel the public agency to permit the person to inspect and copy the public record. 
Whenever an action is filed under this subsection, the public agency must notify each person 
who supplied any part of the public record at issue: 
        (1) that a request for release of the public record has been denied; and 
        (2) whether the denial was in compliance with an informal inquiry response or advisory 
opinion of the public access counselor. 
Such persons are entitled to intervene in any litigation that results from the denial. The person 
who has been denied the right to inspect or copy need not allege or prove any special damage 
different from that suffered by the public at large. 
    (f) The court shall determine the matter de novo, with the burden of proof on the public 
agency to sustain its denial. If the issue in de novo review under this section is whether a public 
agency properly denied access to a public record because the record is exempted under section 
4(a) of this chapter, the public agency meets its burden of proof under this subsection by 
establishing the content of the record with adequate specificity and not by relying on a 
conclusory statement or affidavit. 
    (g) If the issue in a de novo review under this section is whether a public agency properly 
denied access to a public record because the record is exempted under section 4(b) of this 
chapter: 
        (1) the public agency meets its burden of proof under this subsection by: 
            (A) proving that the record falls within any one (1) of the categories of exempted records 
under section 4(b) of this chapter; and 
            (B) establishing the content of the record with adequate specificity and not by relying on 
a conclusory statement or affidavit; and 
        (2) a person requesting access to a public record meets the person's burden of proof under 
this subsection by proving that the denial of access is arbitrary or capricious. 
    (h) The court may review the public record in camera to determine whether any part of it may 
be withheld under this chapter. 



    (i) In any action filed under this section, a court shall award reasonable attorney's fees, court 
costs, and other reasonable expenses of litigation to the prevailing party if: 
        (1) the plaintiff substantially prevails; or 
        (2) the defendant substantially prevails and the court finds the action was frivolous or 
vexatious. 
The plaintiff is not eligible for the awarding of attorney's fees, court costs, and other reasonable 
expenses if the plaintiff filed the action without first seeking and receiving an informal inquiry 
response or advisory opinion from the public access counselor, unless the plaintiff can show the 
filing of the action was necessary because the denial of access to a public record under this 
chapter would prevent the plaintiff from presenting that public record to a public agency 
preparing to act on a matter of relevance to the public record whose disclosure was denied. 
    (j) A court shall expedite the hearing of an action filed under this section. 
As added by P.L.19-1983, SEC.6. Amended by P.L.54-1985, SEC.7;  

P.L.50-1986, SEC.3; P.L.68-1987, SEC.2; P.L.58-1993, SEC.10; P.L.19-1997, SEC.4; P.L.70-
1999, SEC.2 and P.L.191-1999, SEC.2; P.L.173-2003, SEC.6 and P.L.261-2003, SEC.8; P.L.22-
2005, SEC.2. 

IC 5-14-3-10 
Classified confidential information; unauthorized disclosure or failure to protect; offense; 
discipline 
     Sec. 10. (a) A public employee, a public official, or an employee or officer of a contractor or 
subcontractor of a public agency, except as provided by IC 4-15-10, who knowingly or 
intentionally discloses information classified as confidential by state statute commits a Class A 
misdemeanor. 
    (b) A public employee may be disciplined in accordance with the personnel policies of the 
agency by which the employee is employed if the employee intentionally, knowingly, or 
recklessly discloses or fails to protect information classified as confidential by state statute. 
    (c) A public employee, a public official, or an employee or officer of a contractor or 
subcontractor of a public agency who unintentionally and unknowingly discloses confidential or 
erroneous information in response to a request under IC 5-14-3-3(d) or who discloses 
confidential information in reliance on an advisory opinion by the public access counselor is 
immune from liability for such a disclosure. 
    (d) This section does not apply to any provision incorporated into state law from a federal 
statute. 
As added by P.L.17-1984, SEC.2. Amended by P.L.54-1985, SEC.8; P.L.68-1987, SEC.3; 
P.L.77-1995, SEC.6; P.L.70-1999, SEC.3 and P.L.191-1999, SEC.3. 

 

 


